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Every day more computer-based devices are connected to the internet. 
Most of these devices have at least one sensing unit, creating 
opportunities for more direct integration between the physical world and 
computer-based systems. This is the idea behind Internet of Things (IoT), a 
development of the Internet in which everyday objects have network 
connectivity, allowing them to send and receive data. In the near future, 
Wireless Sensor Networks (WSNs) are expected to be integrated into the 
Internet of Things and consequently to smart cities. The sensing 
infrastructures have a major role in the IoT and great research 
opportunities. Sensor nodes can join the Internet dynamically and use it to 
collaborate and accomplish their tasks. The future Internet, designed as an 
IoT is foreseen to be a world-wide network of interconnected objects 
uniquely addressable, based on standard communication protocols. 
However, security and privacy in smart cities and IoT remain a niche. The 
increase of the data transmission not only increases the demand for 
improved network performance but also increases the need for security 
mechanisms to protect crucial information. This talk will explore different 
aspects of security and privacy issues related to smart cities: from 
smartphones and IoT devices to smart health and smart traffic 
management. 
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